
RECOMMENDATION(S): 
Approve and authorize the Purchasing Agent, on behalf of the Health Services Department,
to execute a Purchase Order with Groupware Technology, Inc., in an amount not to exceed
$148,620 for the purchase of Citrix NetScaler MPX 5650 hardware and maintenance for the
period from March 28, 2017 through March 27, 2018. 

FISCAL IMPACT: 
Upon approval, the Department may incur expenses of up to $148,620 during the proposed
agreement period, which would be funded 100% by Hospital Enterprise Fund I revenues. 

BACKGROUND: 
The Health Services Information Technology Department uses Citrix NetScaler as the
security appliances to provide encrypted remote access to the full suite of Citrix applications
used by Health Services. This includes, but is not limited to: ccLink access for the providers,
Epic employee access (required for application support), and contractors providing services,
such as medical coding.

The current NetScalers have reached their end of life. As a result, they are no longer eligible
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for Citrix support. They may not be upgraded and will not receive security updates or
patches. 



CONSEQUENCE OF NEGATIVE ACTION:
Failure to replace these systems may jeopardize our “Good Maintenance” discount with
Epic. Continued use of the obsolete systems would expose our remote access and operations
to malicious compromise. Lack of an active support contract increases the risk of extended
outages in the event of unanticipated failures. Additionally, it would not allow us access to
bug fixes and feature uplifts that may be required for future ccLink upgrades.


